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SAFEGUARDS: 

Delete entry and replace with ‘Access 
is limited to those individuals who 
require the records for the performance 
of their official duties. Paper records are 
maintained in buildings with controlled 
or monitored access. During non-duty 
hours, records are secured in locked or 
guarded buildings, locked offices, or 
locked cabinets. The electronic records 
systems employ user identification and 
password or smart card technology 
protocols.’ 

RETENTION AND DISPOSAL: 

Delete entry and replace with 
‘Records submitted to the office of 
General Counsel, HQ are destroyed 26 
years after file is closed. Records 
maintained by Offices of General 
Counsel of DLA’s field activities are 
destroyed 7 years after closure.’
* * * * *

RECORD SOURCE CATEGORIES: 

Delete ‘Patent’ from first line.
* * * * *

S100.72

SYSTEM NAME: 

Patent Licenses and Assignments. 

SYSTEM LOCATION:

Office of the General Counsel, HQ 
DLA, 8725 John J. Kingman Road, Stop 
2533, Fort Belvoir, VA 22060–6221, and 
the offices of counsel of the DLA field 
activities. Official mailing addresses are 
published as an appendix to DLA’s 
compilation of systems of records 
notices. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals and firms, which have 
granted patent licenses or assignments 
to DLA. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Files including patent license and 
assignment agreements and accounting 
records indicating basis for Government 
payment of royalties during life of 
agreements. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

10 U.S.C. 2386, Copyrights, patents, 
designs, etc.; acquisition; 10 U.S.C. 
2515, Office of Technology Transition; 
35 U.S.C. 202, Disposition of rights; 
Defense Federal Acquisition Regulation 
Supplement Subpart 227.70, 
Infringement Claims, Licenses, and 
Assignments; DoD Regulation 3200.12–
R–4, Domestic Technology Transfer 
Program. 

PURPOSE(S): 
Data is maintained for the acquisition 

and administration of patent license and 
assignment agreements. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(5) as follows: 

Information may be referred to other 
Government agencies or to non-
Government personnel (including 
contractors or prospective contractors) 
having an identified interest in the 
potential or actual infringement of 
particular patents. 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning DLA’s 
compilation of systems of records notice 
apply to this system. 

Policies and practices for storing, 
retrieving, accessing, retaining, and 
disposing of records in the system: 

STORAGE: 
Records maintained in paper and 

computerized form.

RETRIEVABILITY: 
Filed by name of individual or firm 

granting rights. 

SAFEGUARDS: 
Access is limited to those individuals 

who require the records for the 
performance of their official duties. 
Paper records are maintained in 
buildings with controlled or monitored 
access. During non-duty hours, records 
are secured in locked or guarded 
buildings, locked offices, or locked 
cabinets. The electronic records systems 
employ user identification and 
password or smart card technology 
protocols. 

RETENTION AND DISPOSAL: 

Records submitted to the office of 
General Counsel, HQ are destroyed 26 
years after file is closed. Records 
maintained by Offices of General 
counsel of DLA’s field activities are 
destroyed 7 years after closure. 

SYSTEM MANAGER(S) AND ADDRESS: 

Office of General Counsel, Defense 
Logistics Agency, 8725 John J. Kingman 
Road, Stop 2533, Fort Belvoir, VA 
22060–6221. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system should 

address written inquiries to the Privacy 
Officer, Headquarters, Defense Logistics 
Agency, ATTN: DSS–B, 8725 John J. 
Kingman Road, Stop 6220, Fort Belvoir, 
VA 22060–6221. or to the Privacy Act 
Officer of the DLA field activity 
involved. Official mailing addresses are 
published as an appendix to DLA’s 
compilation of systems of records 
notices. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system should address written 
inquiries to the Privacy Officer, 
Headquarters, Defense Logistics Agency, 
ATTN: DSS–B, 8725 John J. Kingman 
Road, Stop 6220, Fort Belvoir, VA 
22060–6221, or to the Privacy Act 
Officer of the DLA field activity 
involved. Official mailing addresses are 
published as an appendix to DLA’s 
compilation of systems of records 
notices. 

CONTESTING RECORD PROCEDURES: 
The DLA rules for accessing records, 

for contesting contents and appealing 
initial agency determinations are 
contained in 32 CFR part 323, or may 
be obtained from the Privacy Act 
Officer, Headquarters, Defense Logistics 
Agency, ATTN: DSS–B, 8725 John J. 
Kingman Road, Stop 6220, Fort Belvoir, 
VA 22060–6221. 

RECORD SOURCE CATEGORIES: 
DLA Counsel’s investigation of 

published and unpublished records and 
files both within and without the 
government, consultation with 
government and non-government 
personnel, information from other 
government agencies and information 
submitted by Government officials or 
other persons having a direct interest in 
the subject matter of the file. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None.

[FR Doc. 04–4044 Filed 2–24–04; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF DEFENSE

Defense Logistics Agency 

Privacy Act of 1974; Systems of 
Records

AGENCY: Defense Logistics Agency, DoD.
ACTION: Notice to alter a system of 
records. 

SUMMARY: The Defense Logistics Agency 
proposes to alter a system of records 
notice in its inventory of record systems 
subject to the Privacy Act of 1974 (5
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U.S.C. 552a), as amended. The alteration 
to S322.50 DMDC adds a routine use to 
permit the release of records to Federal 
agencies and/or their contractors, in 
response to their requests, for purposes 
of authenticating the identity of 
individuals who, incident to the 
conduct of official DoD business, 
present the Common Access Card or 
similar identification as proof of 
identity to gain physical or logical 
access to government and contractor 
facilities, locations, networks, or 
systems.

DATES: This action will be effective 
without further notice on March 26, 
2004, unless comments are received that 
would result in a contrary 
determination.

ADDRESSES: Send comments to the 
Privacy Act Officer, Headquarters, 
Defense Logistics Agency, ATTN: DSS–
B, 8725 John J. Kingman Road, Suite 
2533, Fort Belvoir, VA 22060–6221.
FOR FURTHER INFORMATION CONTACT: Ms. 
Susan Salus at (703) 767–6183.
SUPPLEMENTARY INFORMATION: The 
Defense Logistics Agency notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on February 13, 2004, to the 
House Committee on Government 
Reform, the Senate Committee on 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427).

Dated: February 17, 2004. 
L.M. Bynum, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

S322.50. DMDC 

SYSTEM NAME: 
Defense Eligibility Records (December 

14, 2001, 66 FR 64814). 

CHANGES:

* * * * *

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Add a new paragraph ‘To Federal 
agencies and/or their contractors, in 
response to their requests, for purposes 
of authenticating the identity of 

individuals who, incident to the 
conduct of official DoD business, 
present the Common Access Card or 
similar identification as proof of 
identity to gain physical or logical 
access to government and contractor 
facilities, locations, networks, or 
systems.’
* * * * *

S322.50 DMDC 

SYSTEM NAME: 
Defense Eligibility Records.

SYSTEM LOCATION: 

PRIMARY LOCATION: 
Naval Postgraduate School Computer 

Center, Naval Postgraduate School, 
Monterey, CA 93943–5000. 

BACK-UP LOCATION: 
Defense Manpower Data Center, DoD 

Center Monterey Bay, 400 Gigling Road, 
Seaside, CA 93955–6771. 

Biometrics data is maintained at the 
Department of Defense Biometrics 
Fusion Center, 1600 Aviation Way, 
Bridgeport, WV 26330–9476. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Active duty Armed Forces and reserve 
personnel and their family members; 
retired Armed Forces personnel and 
their family members; 100 percent 
disabled veterans and their dependents 
or survivors; surviving family members 
of deceased active duty or retired 
personnel; active duty and retired Coast 
Guard personnel and their family 
members; active duty and retired Public 
Health Service personnel 
(Commissioned Corps) and their family 
members; active duty and retired 
National Oceanic and Atmospheric 
Administration employees 
(Commissioned Corps) and their family 
members; and State Department 
employees employed in a foreign 
country and their family members; 
civilian employees of the Department of 
Defense; contractors; and any other 
individuals entitled to care under the 
health care program or to other DoD 
benefits and privileges; providers and 
potential providers of health care; and 
any individual who submits a health 
care claim. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Computer files containing 

beneficiary’s name, Service or Social 
Security Number, enrollment number, 
relationship of beneficiary to sponsor, 
residence address of beneficiary or 
sponsor, date of birth of beneficiary, sex 
of beneficiary, branch of Service of 
sponsor, dates of beginning and ending 
eligibility, number of family members of 

sponsor, primary unit duty location of 
sponsor, race and ethnic origin of 
beneficiary, occupation of sponsor, 
rank/pay grade of sponsor, disability 
documentation, Medicare eligibility and 
enrollment data, index fingerprints and 
photographs of beneficiaries, blood test 
results, dental care eligibility codes and 
dental x-rays. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

5 U.S.C. 301, Departmental 
Regulations; 10 U.S.C Chapters 53, 54, 
55, 58, and 75; 10 U.S.C. 136; 31 U.S.C. 
3512(c); 50 U.S.C. Chapter 23 (Internal 
Security); DoD Directive 1341.1, Defense 
Enrollment/Eligibility Reporting 
System; DoD Instruction 1341.2, DEERS 
Procedures; and E.O. 9397 (SSN). 

PURPOSE(S): 

The purpose of the system is to 
provide a database for determining 
eligibility to DoD entitlements and 
privileges; to support DoD health care 
management programs; to provide 
identification of deceased members; to 
record the issuance of DoD badges and 
identification cards; and to detect fraud 
and abuse of the benefit programs by 
claimants and providers to include 
appropriate collection actions arising 
out of any debts incurred as a 
consequence of such programs. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

To the Department of Health and 
Human Services; Department of 
Veterans Affairs; Department of 
Commerce; Department of 
Transportation for the conduct of health 
care studies, for the planning and 
allocation of medical facilities and 
providers, for support of the DEERS 
enrollment process, and to identify 
individuals not entitled to health care. 
The data provided includes Social 
Security Number, name, age, sex, 
residence and demographic parameters 
of each Department’s enrollees and 
family members.

To the Social Security Administration 
(SSA) to perform computer data 
matching against the SSA Wage and 
Earnings Record file for the purpose of 
identifying employers of Department of 
Defense (DoD) beneficiaries eligible for 
health care. This employer data will in 
turn be used to identify those employed 
beneficiaries who have employment-
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related group health insurance, to 
coordinate insurance benefits provided 
by DoD with those provided by the 
other insurance. This information will 
also be used to perform computer data 
matching against the SSA Master 
Beneficiary Record file for the purpose 
of identifying DoD beneficiaries eligible 
for health care who are enrolled in the 
Medicare Program, to coordinate 
insurance benefits provided by DoD 
with those provided by Medicare. 

To other Federal agencies and state, 
local and territorial governments to 
identify fraud and abuse of the Federal 
agency’s programs and to identify 
debtors and collect debts and 
overpayment in the DoD health care 
programs. 

To each of the fifty states and the 
District of Columbia for the purpose of 
conducting an on-going computer 
matching program with state Medicaid 
agencies to determine the extent to 
which state Medicaid beneficiaries may 
be eligible for Uniformed Services 
health care benefits, including 
CHAMPUS, TRICARE, and to recover 
Medicaid monies from the CHAMPUS 
program. 

To provide dental care providers 
assurance of treatment eligibility. 

To Federal agencies and/or their 
contractors, in response to their 
requests, for purposes of authenticating 
the identity of individuals who, 
incident to the conduct of official DoD 
business, present the Common Access 
Card or similar identification as proof of 
identity to gain physical or logical 
access to government and contractor 
facilities, locations, networks, or 
systems. 

The DoD ‘Blanket Routine Uses’ 
published at the beginning of DLA’s 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are maintained on magnetic 

tapes and disks, and are housed in a 
controlled computer media library.

RETRIEVABILITY: 
Records about individuals are 

retrieved by an algorithm which uses 
name, Social Security Number, date of 
birth, rank, and duty location as 
possible inputs. Retrievals are made on 
summary basis by geographic 
characteristics and location and 
demographic characteristics. 
Information about individuals will not 
be distinguishable in summary 
retrievals. Retrievals for the purposes of 
generating address lists for direct mail 

distribution may be made using 
selection criteria based on geographic 
and demographic keys. 

SAFEGUARDS: 

Computerized records are maintained 
in a controlled area accessible only to 
authorized personnel. Entry to these 
areas is restricted to those personnel 
with a valid requirement and 
authorization to enter. Physical entry is 
restricted by the use of locks, guards, 
and administrative procedures (e.g., fire 
protection regulations). 

Access to personal information is 
restricted to those who require the 
records in the performance of their 
official duties, and to the individuals 
who are the subjects of the record or 
their authorized representatives. Access 
to personal information is further 
restricted by the use of passwords, 
which are changed periodically. 

RETENTION AND DISPOSAL: 

Data is destroyed when superseded or 
when no longer needed for operational 
purposes, whichever is later. 

SYSTEM MANAGER(S) AND ADDRESS: 

Deputy Director, Defense Manpower 
Data Center, DoD Center Monterey Bay, 
400 Gigling Road, Seaside, CA 93955–
6771. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the Privacy 
Act Officer, Headquarters, Defense 
Logistics Agency, DSS–B, 8725 John J. 
Kingman Road, Stop 6220, Fort Belvoir, 
VA 22060–6221. 

Written requests for the information 
should contain full name and Social 
Security Number of individual and 
sponsor, date of birth, rank, and duty 
location. 

For personal visits the individual 
should be able to provide full name and 
Social Security Number of individual 
and sponsor, date of birth, rank, and 
duty location. Identification should be 
corroborated with a driver’s license or 
other positive identification.

RECORD ACCESS PROCEDURES: 

Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to the Privacy Act Officer, 
Headquarters, Defense Logistics Agency, 
DSS–B, 8725 John J. Kingman Road, 
Stop 6220, 2533 Fort Belvoir, VA 
22060–6221. 

Written requests for the information 
should contain full name and Social 
Security Number of individual and 

sponsor, date of birth, rank, and duty 
location. 

For personal visits the individual 
should be able to provide full name and 
Social Security Number of individual 
and sponsor, date of birth, rank, and 
duty location. Identification should be 
corroborated with a driver’s license or 
other positive identification. 

CONTESTING RECORD PROCEDURES: 
The DLA rules for accessing records, 

for contesting contents and appealing 
initial agency determinations are 
contained in 32 CFR part 323, or may 
be obtained from the Privacy Act 
Officer, Headquarters, Defense Logistics 
Agency, ATTN: DSS–B, 8725 John J. 
Kingman Road, Stop 6220, Fort Belvoir, 
VA 22060–6221. 

RECORD SOURCE CATEGORIES: 
Individuals, personnel pay, and 

benefit systems of the military and 
civilian departments and agencies of the 
Defense Department, the Coast Guard, 
the Public Health Service, Department 
of Commerce, the National Oceanic and 
Atmospheric Administration, 
Department of Commerce, and other 
Federal agencies. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None.

[FR Doc. 04–4045 Filed 2–24–04; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF EDUCATION

Submission for OMB Review; 
Comment Request

AGENCY: Department of Education.
SUMMARY: The Leader, Regulatory 
Information Management Group, Office 
of the Chief Information Officer invites 
comments on the submission for OMB 
review as required by the Paperwork 
Reduction Act of 1995.
DATES: Interested persons are invited to 
submit comments on or before March 
26, 2004.
ADDRESSES: Written comments should 
be addressed to the Office of 
Information and Regulatory Affairs, 
Attention: Melanie Kadlic, Desk Officer, 
Department of Education, Office of 
Management and Budget, 725 17th 
Street, NW., Room 10235, New 
Executive Office Building, Washington, 
DC 20503 or should be electronically 
mailed to the Internet address 
Melanie_Kadlic@omb.eop.gov.

SUPPLEMENTARY INFORMATION: Section 
3506 of the Paperwork Reduction Act of 
1995 (44 U.S.C. chapter 35) requires that 
the Office of Management and Budget 
(OMB) provide interested Federal 
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